To ensure the security and resilience of the Company’s IT infrastructure, Vulnerability Assessments are conducted by qualified third-party

providers annually. The assessment follows a standardized workflow as illustrated in the flowchart below.
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